REMOTE WORKFORCE CYBER TIPS

- Deploy Multi-Factor Authentication
- Evaluate Situational Awareness
- Provide Remote Workforce Focused Security Awareness
- Maintain Patching Cycles
- Minimize the Use of Split Tunneling
- Evaluate Security of Video Collaboration / Conference Platforms
- Use Only Company Approved Secure Solutions for Remote Access
- Develop Incident Response Plan for Remote Workers
- Perform Whitelist or Host-Based Interrogation for Entry to Enterprise
- Manage Third Party/Supply Chain Risk

CYBERSECURITY HYGIENE
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