# Cyber Vulnerability Management Considerations

| Identify | • Determine the criticality and supportability of your IT and OT cyber assets.  
| Protect | • Patch your assets.  
| Detect | • Scan assets for known vulnerabilities.  
| Respond | • Evaluate the risk of each vulnerability.  
| Recover | • Establish/update (if needed) business continuity plan if vulnerable critical assets cannot be remediated.  

## References

4. ISO 27001/27002 A.12.6.1 Management of Technical Vulnerabilities (a subscription is required to access this)